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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes an evaluation and conclusion update of UE DNS cache renewal.
1	Introduction
Part of solution 29 and solution 30 describe the scenario of UE agnostic to changes of EAS IP address in KI#2. 
After UE establishes a PDU session, the UE triggers DNS query to discover one EAS IP address as an anchor EAS IP. This anchor EAS IP address is used in the whole lifecycle of edge computing business and the optimal target EAS IP address is determined and replaced by 5GC. 
When EAS relocation happens, 5GC is responsible for EAS IP replacement. Even if UL CL is inserted, UE will not trigger new DNS query. So, under this circumstance, the task of EAS relocation is located in network side. There is no need to send DNS cache flush indication to UE and also UE doesn’t need to discover a new EAS IP address.
2	Proposal
************* Start Changes *************
7	Overall Evaluation
7.2.2	Evaluation for Key Issue #2: UE DNS cache renewal and EAS reselection by UE
For Session breakout:
Issue 1: DNS cache renewal.
For the EASs to which the UE has no ongoing connection, the UE may have stored DNS cache for these EASs. For this case, after ULCL insertion/change/removal, the cached records may be outdated. 
Solution #24 uses ICMP unreachable message to trigger UE reselection of EAS. It assumes that either the TTL of the stored DNS record is very low or only one EAS IP address is stored for the FQDN. This gives restriction to operator deployment. Besides, a short TTL will cause the UE to re-discover EAS IP address frequently and consumes bandwidth and causes application layer delay. In addition, there are concerns on usage of ICMP message in the solution for security reasons. And it’ll add delay for the connection establishment with the EAS as well. Hence, Solution #24 is not recommended for Issue 1.
Solution #32 and Solution #34 (clause 6.34.2.1) support Issue 1 too. In these 2 solutions, a DNS context control information, i.e. DNS cache flush indication and its associated information (for example, domain names and IP address range), within NAS message is sent to UE to enable the UE to remove/renew the cached records. 
Issue 2: EAS relocation
For the EASs to which the UE has ongoing connection, the UE may need be triggered to reselect a new EAS address due to a new EAS is more suitable to serve the UE.
Solution #53, clause 6.35.2.1 suggests that UE reselects a new EAS after ULCL insertion. If connectivity is available towards the source PSA-UPF when a target PSA-UPF is selected, and towards the source AS when the target AS has been selected, then there is no immediate need to change the AS. For these situations the timeout for the DNS cache (if low enough, which is reasonable to have for an application layer DNS cache and for TTL in the DNS entries). Solution #24, #31, #32 and #34 can be used as triggers to trigger UE to reselect EAS.
Solution #24 is not very friendly to support EAS relocation, it is a hard switch from old EAS to new EAS, the application may experience packet loss and delay due to the packet to old EAS is routed to SMF. Hence, it is not recommended to use ICMP to trigger the EAS reselection.
Instead, Solution #31/#32/34 can trigger the UE to reselect EAS too, and they are more friendly. The UE can still connect to the old EAS while the new EAS is selected for new connections. If the N9 tunnel is established between old ULCL and new ULCL, the application layer can have a smooth switch from old EAS to new EAS, packet loss can be avoided.
How the context is migrated between the old EAS and new EAS, and when the UE starts to send packets to the new EAS are left for conclusion in other contributions.
DNS cache flush indication is not used in session breakout scenario of UE agnostic to EAS IP address replacement. After UL CL is inserted, UE still keeps DNS cache and uses original EAS IP address anchor for business connection.
For SSC mode 2/3:
For SSC mode 2/3 case, the UE will receive a new IP address. The new IP address can be used as a trigger to remove the DNS cache, and to reselect a new EAS.
How the context is migrated between the old EAS and new EAS, and when the UE starts to send packets to the new EAS are left for conclusion in other contributions.
Impact of Application Layer DNS caching:
Some application may have DNS caching at the application layer. DNS caching at the application layer results in name resolution using previously cached entries that will result in no new DNS network lookups until the application cache timer expires.
Since cache timeout values on the caching UE application side can be significant, the following behavior may happen: 
-	Applications may determine to flush its local caching before the cache timer expires.
-	Applications using connection oriented transport establish connection towards new EAS when:
(a)	an application layer redirect is sent with the URL/FQDN of the new EAS, or
(b)	an application uses anycast destination addresses that are routed to the new ‘closest’ EAS. No new procedures are required for KI#2 in this case, or.
(c) establish new connection to new EAS after DNS caching is flushed by the applications or cache timer expires
-	Applications not using connection oriented transport (e.g., multicast or subscribe/ notify communication patterns) should be responsible for detecting connection change (e.g., notification from UE connection manager). The application should take appropriate actions to indicate new IP address (e.g., in IGMP/MLD membership report message; new subscribe message).
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9.2	Conclusions for Key Issue #2 
9.2.1	Conclusions for Key Issue #2: Reducing packet loss during EAS relocation
Buffering uplink packets in the target PSA until receiving the indication of successful EAS relocation as proposed in Solution #27 and Solution #38 is recommended for normative phase.
Editor's Note: It's FFS whether the forwarding tunnel between the source PSA and target PSA and End Marker in solution#38 option 1 or Flow End Marker in solution#38 option 2 can be included.9.2.2	Conclusions for Key Issue #2: UE DNS cache 
For UE DNS cache related issue, it is concluded:
-	For session breakout case, the SMF may provide DNS cache clear indication within NAS message to UE as described in Solution #32 and #34 (only DNS cache related part). Based on the received DNS cache clear indication, the UE cleans the related DNS cache, which do not impact the application client. 
-	The DNS cache clear indication does not apply to the scenario of UE agnostic to EAS IP address replacement.
Editor’s Note:	It is FFS when SMF sends the DNS cache clear indication to the UE, i.e. before the EAS relocation or after EAS relocation.
Editor’s Note:	It is FFS whether the SMF send the associated information with DNS cache clear to the UE so the UE can clear a part of DNS cache or all DNS cache.
NOTE 1:	If connectivity is available to the source EAS, then the application can select a new EAS after the DNS caching is flushed by the applications or cache timer expires
NOTE 2:	In case the UE does not support DNS cache clear triggered by 5GC, the application will continue to be served by the old EAS until the UE Application Layer DNS cache timer expires or the applications determines to flush the DNS cache.
NOTE 3:	This DNS cache clear indication does not impact the UE Application Layer DNS caching.
-	For SSC mode 2/3 case, the UE can remove the cached DNS records and can reselect a new EAS after it is allocated with a new IP address.
*************** End Changes ***************
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